
We last discussed that by taking a few simple steps you can make your PC much safer...

   Here is the second super easy way to do it:

2 Use two-factor authentication, whenever possible...
Two-factor authentication has made the internet much more secure.
Generally, two-factor authentication requires that you:

It ensures that even if a hacker has your password,
they can’t get into your account!

Enter a code 
generated by 
an app on your 
phone or sent 
to you via text 
message...

...in addition to your 
account password.

You should use two-factor authentication on everything you can, from your bank account to 
your social media accounts to your email...

“Sure, it can sometimes be a pain in the backside, but it is so 
worth it. I use this on all my online (in particular my Google) accounts.”

There is a handy guide for services that offer two factor authentication at: https://twofactorauth.org/
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